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Abstract

Thi s paper defines the changes as would be required for the Domai n Nane
System (DNS) to support the Network(s) |P Addresses assigned and |isted
using the d obal net's Backbone, which are defined by the IPtX IP
Addressing Protocol Family Specification. Furthernore, notw thstanding
the requirements necessitated by change, this presentation retains the
current Conmuni cati ons Protocol Specifications, which are currently used
for the DNS Query in the IPv4 Specification. And while the DNS Service for
the IPt1 Specification is identical to the |IPv4 Specification. However,
because the other | P Addressing Protocols define within the IPtX Protoco
Specification requires the use of Prefixes, which change the Header Size
Specification. The inplenentation of these |IP Addressing Systens, while
usi ng the same Communi cations Protocol Specifications, nevertheless,
redefines the Structure for the Nam ng Convention used in the DNS

Hi erarchy. Even still, asides fromthe clarity, referencing the RFC s
governing the DNS Service Specifications will be somewhat [imted. This
is because the overall functions, and their respective Definitions for
the I Pv4 DNS Specification will not change in the I PtX DNS Specification.
Hence, the objective this paper specifically naintains concerns only the
presentation of the Subject-Matter relating to the change in the DNS
Service(s), resulting fromthe inplenentation of the IPtX | P Addressing
Prot ocol Specification.

In other words, the paper does not represent a replacenent for any of RFCs,
whi ch inplemented the DNS Services. It should nonethel ess, be considered an
extensi on, which focuses upon the changes in the DNS Services resulting from
the inplenmentation of the IPtX I P Protocol Specification

"This work is Dedicated to nmy first and only child, 'Yahnay', who is;
the Mover of Dreans, the Maker of Reality, and the 'Princess of the
New Uni verse'. (E. T.)"
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I's Concl usion!

In your Re-Makings Consider the hours spent. Al the fuss and the cl anor.
Frustrating the Sense, with A Non-Sense. Perhaps, A Paradi gm Re-Mking the
Wheel . What a contestation in wi shing! Beauty So it seens; The Wwo is, and
the who is not ...is Not so alone in the Dreanms of Dreans. But! Mist it be
Intelligence Too? Allowing Only Eyes to Reason. Announcing the preference
of Choice! Supplanting the Mnd, indeed. Well! If the Dark can hide the

Fi ne the Face of Beauty, then Eye Reason; 'Intelligence is the Frustrating
Sense of Non-Sense. Since... the Blind, is Leading'. (et 2002)
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Chapter |: Current Specifications: The IPv4 DNS Server and the IPt1
Speci fication

The abbreviation 'DNS is the acronymuse for Domain Name System which
represents a Data Base system using a Hierarchical Nam ng Convention that
uses the Names Networked Conputers and Network Services in a Hierarchy of
Domai ns Organi zed to resolve their Nanes and | P Addresses. The DNS
Services was derived specifically for use in TCP/IP Networks using the

I nternet thoroughfare, which is used to |ocate Conputers and Services
usi ng an al pha character name associated with an | P Address. That is,
when a user or an application, for exanple, requires the | P Address of
either a Conputer, Network, or Network Service, the DNS Service only
requi res the Al pha Character Name of required Networked System or Devi ce,
to Resolve it's IP Address (O the converse). Furthernore, it should be
under st ood, these Nanes, usually called 'Friendly Names', which are
assigned to these Networked Systens and Devi ces, can be conposed of
either an Al pha or a Nuneric Character Content, or sone conbination
relating thereto. Because what the DNS Services does is specify a Nam ng
format using Dotted structure simlar to an | P Address, which uses a
"Friendly Name' assigned by the User that is prefixed with 'WAW and
Suffixed with a TAG This method is used to facilitate the |ocation of
Dat a Base Records that are used to Map an | P Address to Name, or the Nane
to an I P Address, which are used to determine the |ocation of the

Net wor ked Device. In other words, Hierarchy of Domains maintained in the
DNS Services Data Base assigns the Networked Conmputer or Service to a
Record, which is then Indexed to discover |ocation of the Devices
connected to the Internet's Backbone.
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EX 1
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Neverthel ess, to clarify the DNS Nam ng Architecture, | chose an excer pt
from RFC 1032 that can used to Define the Top Level Domain Nanes:

"VH CH DOVAI N NAME?

The designers of the domain-namng systeminitiated several genera
categories of names as top-level domain names, so that each could
accommodate a variety of organizations. The current top-Ileve

donmai ns registered with the DDN Network I nformation Center are ARPA,
COM EDU, GOV, ML, NET, and ORG plus a nunber of top-level country
domains. To join one of these, a DA needs to be aware of the purpose
for which it was intended.

"ARPA" is a tenporary domain. It is by default appended to the
nanmes of hosts that have not yet joined a domain. Wen the system
was begun in 1984, the nanes of all hosts in the Oficial DoD

I nternet Host Table maintained by the NI C were changed by addi ng
of the label ".ARPA" in order to accelerate a transition to the
donmmi n-nani ng system Anot her reason for the bl anket nanme changes
was to force hosts to becone accustonmed to using the new style
names and to nodify their network software, if necessary. This
was done on a network-w de basis and was directed by DCA in DDN
Managenment Bulletin No. 22. Hosts that fall into this domain wll
eventual ly nove to other branches of the domain tree.

"COM' is neant to incorporate subdomai ns of conpani es and
busi nesses.

"EDU' was initiated to accommpdat e subdomai ns set up by
uni versities and ot her educational institutions.

"GOV' exists to act as parent donmmin for subdommi ns set up by
gover nment agenci es.

"ML" was initiated to act as parent to subdomains that are
devel oped by military organizations.

"NET" was introduced as a parent domain for various network-type
organi zati ons. Organi zations that belong within this top-Ieve
domaei n are generic or network-specific, such as network service
centers and consortia. "NET" al so enconpasses network
managemnent -rel at ed organi zati ons, such as information centers and
operations centers.
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"ORG' exists as a parent to subdomains that do not clearly fal
within the other top-level domains. This may include technical-
support groups, professional societies, or simlar organizations.

"I NT" exists as a parent to subdomains that do not clearly fal
within the other top-level donmamins. This may include Internationa
organi zati ons, such as NATO [9].

One of the guidelines in effect in the domain-namng systemis that a
host shoul d have only one nane regardl ess of what networks it is
connected to. This inplies, that, in general, domain names should
not include routing informati on or addresses. For exanple, a host

t hat has one network connection to the Internet and another to BI TNET
shoul d use the sanme nanme when talking to either network. For a
description of the syntax of domain nanmes, please refer to Section 3
of RFC-1034."

Neverthel ess, while | could continue quoting fromthe various RFCs
outlining the requirenents for the DNS Services (RFC. 1032, 1033, 1034,
1101, 1591, 1886, 2065, etc). However, since there is absolutely No change
with the inplenmentation of the IPt1l Specification fromthat required by the
| Pv4 Specification, it would be redundant to continue. In other words,
barring the differences in their respective Addressing Schematics, these IP
Addressing Specifications are Mrror |Images, which represents the sane

nmet hods for the Default |IP Addressing format (See Tables 1 and 2). And
while the IPt1 Specification maintains a greater Sub-Division of the
Classes within the Address Class System the benefits gained here does not
translate into additional costs for the Consuner. In fact, this Addressing
Specification [1], can be viewed initially, as an Accountability benefit
for 1 ANA, and as an additional Resource of |P Addresses for InterN C.

Needl ess to say, while the expansion of the CIDR Architecture [6] (Figures
1 and 2), offers alternatives to the Header Design. It also maintains the
same sub-divisional capabilities for the Records use for the DNS Services.
However, this benefit would pale in conparison to that achieved with the IP
Addressing Schematic. This is because the overall benefit is limted (At
least in the Case for the IPt1l Specification) to the DNS Lookup Dealing
Specifically with the IP Address. In other words, while there is no nmandate
speci fying a change to the current specification. The benefits of using the
CI DR Network Descriptor in the Definition (Nam ng) of the any DNS Records
identifying the I P Address would allow a further sub-division, which would
reduce the search tinme when the IP Address is known and the Name of the

Net wor ked Device is sought. But still, this would only reflect a partia
benefit, which does not (At |east not now) maintain any viable grounds

that would justify a change in the current DNS Record Configuration
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Figure 2-A

DNS Header for |1Pv4 and IPt1
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Table 2

"Reality of the Mathemmtical Addressing Schematic for the

"I'Pt1" Addressing System Using the Modern Binary System”
(Where the Value for the variable "Y' is given by the Laws

of the Octet, and the System contains 4.145 x 1079 Addresses.)

1. Total |IP Addresses for Class A = 126 x 25473 = 2,064,770, 064
Total available IP Addresses for Class A = 126 x 25473
Total available IP Host Addresses Equals 126 x 254N
(Where N = Nunber of Cctet, and 'Y' equals the Address
Range '128 - 254', 1 - 126 is not included in the
Address Range Represented by the equation
'Y = 254 - 126'.)

Class A-1, 1 - 126, Default Subnet Mask 255.y.x.x:
1, 040, 514, 048 Networks and 8,129,016 Hosts: /00:08

Class A-2, 1 - 126, Default Subnet Mask 255.255.y.x:
516, 160, 512 Networ ks and 32,004 Hosts: /00:16

Class A-3, 1 - 126, Default Subnet Mask 255.255.255.y:
256, 048, 128 Networks and 126 Hosts: /00: 24

Class A-4, 1 - 126, Default Subnet Mask 255.255. 255. 255:
252,047,376 Network / MultiCast | P Addresses / AnyCast: /00:32

2. Total IP Addresses for Class B = 64 x 25473 = 1, 048,772,096
Total available |IP Addresses for Class B = 64 x 254”3
Total available |IP Host Addresses Equals 64 x 254~N
(Where N = Nunmber of Octet, and 'Y' equals the Address
Range '254 - Q; 128 - 191 is not included in the
Addr ess Range Represented by the equation
'Y = 254 - 64'.)

Class B-1, 128 - 191, Default Subnet Mask 255.y. x. x:
784,514,560 Networks and 4,129, 024 Hosts: /10:08

Class B-2, 128 - 191, Default Subnet Mask 255.255.y. x:
197,672,960 Networks and 16, 256 Hosts: /10:16

Class B-3, 128 - 191, Default Subnet Mask 255.255.255.y:
49,807, 360 Networks and 64 Hosts: /10:24

Class B-4, 128 - 191, Default Subnet Mask 255.255. 255. 255:
16,777,216 Network / MultiCast | P Addresses / AnyCast: /10:32
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3. Total IP Addresses for Class C = 32 x 25473 = 524, 386, 048
Total available |IP Addresses for Class C = 32 x 254”3
Total available |IP Host Addresses Equals 32 x 254~N
(Where N = Number of Octet, and 'Y' equals the Address

Range '254 - @ ; 192 - 223 is not included in the
Addr ess Range Represented by the equation
'Y = 254 - 32.)

Class C-1, 192 - 223, Default Subnet Mask 255.y. x.Xx:
458, 321, 664 Networks and 2,064,512 Hosts: /110:08

Class C-2, 192 - 223, Default Subnet Mask 255.255.y. x:
57,741, 312 Networks and 8, 128 Hosts: /110: 16

Class C3, 192 - 223, Default Subnet Mask 255.255.255.y:
7,274,496 Networks and 32 Hosts: /110: 24

Class C-4, 192 - 223, Default Subnet Mask 255.255. 255. 255:
1,048,576 Network / MiultiCast | P Addresses / AnyCast: /110:32

4. Total I P Addresses for Class D = 16 x 25473 = 262, 193, 024
Total available IP Addresses for Class D = 16 x 25473
Total available I P Host Addresses Equals 16 x 254~N
(Where N = Nunmber of Octet, and 'Y' equals the Address

Range '254 - Q; 224 - 239 is not included in the
Address Range Represented by the equation
'Y = 254 - 16'.)

Class D-1, 224 - 239, Default Subnet Mask 255.y.x.Xx:
245,676, 928 Networks and 1, 032,256 Hosts: /1110:08

Class D2, 224 - 239, Default Subnet Mask 255.255.vy.x:
15,475,712 Networks and 4,064 Hosts: /1110:16

Class D-3, 224 - 239, Default Subnet Mask 255.255.255.y:
974,848 Networks and 16 Hosts: /1110: 24

Class D-4, 224 - 239, Default Subnet Mask 255.255.255. 255:
65,536 Network / MiultiCast |P Addresses / AnyCast: /1110: 32
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5. Total IP Addresses for Class E = 15 x 25473 = 245, 805, 960
Total available |IP Addresses for Class E = 15 x 254”3
Total available |IP Host Addresses Equals 15 x 254~N
(Where N = Number of Octet, and 'Y' equals the Address

Range '254 - Q; 240 - 254 is not included in the
Addr ess Range Represented by the equation
'Y = 254 - 15'.)

Class E-1, 240 - 254, Default Subnet Mask 255.y.Xx.x:
231, 289, 860 Networks and 967, 740 Hosts: /1111:08

Class E-2, 240 - 254, Default Subnet Mask 255.255.y. x:
13, 658,850 Networks and 3,810 Hosts: /1111:16

Class E-3, 240 - 254, Default Subnet Mask 255.255.255.y:
806, 625 Networks and 15 Hosts: /1111:24

Class E-4, 240 - 254, Default Subnet Mask 255.255. 255. 255:
50,625 Network / MultiCast | P Addresses / AnyCast: /1111:32
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Chapter I1: The IPt X DNS Services: and the Inplications of the 'Zone IP,
and 'I P Area Code' {IN- ADDR. APRA Addressi ng}

The DNS Services Protocol:

The inmpl ementation of the IPtX I P Addressing Protocol Fam |y Specification
does very little insofar as Changing the Current DNS Services presently
being used in the IPv4 | P Addressing Specification. And while the first

| P Addressing System |IPtl, in this Addressing Fam |y, does not require any
Changes to the Current DNS Services Specification. There are neverthel ess,
Changes in the DNS Services Specification, which would result fromthe

i mpl ementation of the remaining | P Addressing Systems contained in this
Addressing Protocol Family. These changes however, are mnor, because they
actually do not to change the Foundational Definitions, Operations, nor
Functi onal Purpose of the DNS Service Specification presently being used.

Nevert hel ess, because there is a Header Size increase, which is Larger than
the present Header Size Specification. The only conpensation, or Change
required by the I Pt X DNS Service Specification deals with the "Bit Size' for
some the functions within the 'DNS Protocol', which are required for the
Transmi ssion of a 'DNS Query'. In other words, other than the addition of
the ' CI DR Network Descriptor' and 3 New ' TYPE RECORD : 1) Specifying the
Reverse for the Device Network Name, TYPE 43 ='RNN = | N- ADDR. APARA NAME =
Reverse Network Domain Name, 2) TYPE 44 = 'RNN-PTR = Reverse Network Donain

Name- Domai n Nanme Pointer, and 3) TYPE 44 = 'AA" = |PtX. The only other
changes that would be required to inplenment the | Pt X DNS Protocol would to
Increase the BIT Size of the; 'ldentification' nunber, 'Opcode', 'Rcode'

"Total Questions', 'Total Answer RRs', 'Total Authority RRs', 'Tota
Additional RRs', 'Type', 'Length Rdata', 'TTL', 'UDP Header', and the 'TCP
Header. Nevertheless, while noting specifically that the 'Reserve', 'Data
Ofset', "Control Bits', and 'ECN are not affected by the Changes
occurring in the 'TCP' Header. However, the Wndow Size Changes to a 48
Bi t HEX Nunber, which was inplenented to Accormpdate the Larger 'Ack' and
' Response' Sizes used in the Pt X DNS Specification. In fact, having only
2 Header I P Bit Mapped Address Sizes Defined for the entire range of this
Infinitely Large | P Protocol Addressing Fam |y, provides this Protocol
Specification with the necessary Stability, which nmakes it ideally suited
for dobal I P Addressing and Security. (See Figures 3, 4, and 4-A through

4-H)
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The DNS Servi ces:

The only ot her Change(s) required by the inplenentation of the | PtX DNS
Services Specification deals specifically wth:

1. The Mandate requiring G obally Unique User Friendly Nanes for
all Networked Nodes or Devices

2. The Introduction of the | N-ADDR. APRA Nami ng Convention

3. The Reinstatenent of the Definition of TLD Nanmes: Reverse Network
Domai n Nanmes; Title: | N-ADDR. APARA NAME = | N- ADDR. RNN

4. Greater Sub-Division of the IPtX DNS ' Data Base' Records

And while the Structure of the IPtX DNS Tree Schematic differs fromthe
current Specification. It's Hierarchical Structure is the True, or actua
representation of the d obal Community, which does not require any Change
in the Functions Defined for the | Pt X DNS Servers. However, while the
suggestion would be to Label a Zone Server with a User Friendly that
provides a Description of it's Ranking and it's Location. Having a

Mandat ory Nami ng Convention, other than the requirenment for a G obally
Uni que User Friendly Nanme that is assigned to the Network | P Address, is
not necessary. In other words, regardless of the Nam ng Convention, it is
shown in EX. 1, EX. 2, EX. 3, and EX. 3 Table 1, that using the Design
depicting the Pt X DNS Tree results in a further 'Sub-Division of the
Dat a Base Records, which would reduce the amount of TIME required for a
DNS Query and Response.

However, to take full advantage of this Tinme Savings. Especially when the
Query sought, is on the LOCAL Level, and it relates to only the 32 Bit
portion of the IP Address within an I P Area Code Address, which is
specifically querying about the | P Address of a Local Network Domain. It
beconmes necessary then, to discuss not only the |IN-ADDR. APRA Address, but
to introduce an | N-ADDR. APRA Nam ng Convention that would facilitate the
DNS Queries at the Local Level as well. This procedure actually recovers
the Definition, or Status the TLD- Nanme(s) maintained prior to the G oba
Expansi on of the Internet, which was sonmehow | ost when using the Country
Code(s) Designations. (See EX. 4 and EX. 4 Table 1; Avoids Probl enms

Di scussed in RFC 1034 Section 3.5)
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EX. 2
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001 - 050

008 009 010 0O11...025...037...042...049 050

| ----- One Copy------- I
| <--> IPt1 | P Addressing
/A Schemati c
/1 \ \ |-1P Area Code = 006-|
[ N
v {IP Area Code Zone}
N > | N S >
T | Vo
T | Vo
I | Vo
/ \ | / \

Class Class Class Class C ass

A B C D E

E Terrell

DNS for the IPtX | P Addressing Protocol

{Network I P Address Cl ass
Di stribution = Network Zone}
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EX. 3 {continued}
"I P Area Code Address Distribution = |P Area Code Zone

United States | P Area Code Address to each State = 001 - 050

R R R R R U N U U L A T U D A B I I
001 002 003 004 005 006 007 008 009 010 011...025...037...042...049 050
N

| ----- One Copy------- I
| <--> IPt1 | P Addressing
[\ Schemati c
/I '\ \ |-IP Area Code = 006-
[ o\
A T {I'P Area Code Zone}
[ | o\ |
<-me--- - > /] | o\ R LR >
[ | o\
[ | o\
/ \ / \
Class Class Class Class Class {Network | P Address Cl ass
A B C D E Di stribution = Network Zone}
\ /
\<---|----> L <---|---->/

| 7/ XXXX: XX | <-->{CI DR Network Descriptor specifying
[----------- | One of the '4'" Divisions of the IP

A Addr ess Cl asses}
I
| <--------- >{Fl at Space Nam ng Convention, Last
[\ Level of the Hierarchy, which |ist
T U the Nam ng Tags assigned to the end
A T U of the 'Friendly Nanes'.}
Y U U
r | LW
T | LS U | Where the Schematic rel ates
I | L W |[to an | P Address Specified as:
[ | | | 001: 006: 191. 191. 191. 191/ 110: 32
I \ | / Vo | na:us.ca:hayward-City. gov
.com.edu .gov int .ml .net .org <-->| www. haywar d- Ci ty. gov
E Terrell [ Page 18]
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EX. 3 Table 1

Description of the |IPtX DNS Hierarchy
'"Chart of the Menber Nations of the United Nations

World Root: {Top Level of the IPtX DNS Hierarchy}

NA, SA, EU, AF, AU, OS: {Second Level is the Zone | P Address
of the Continents in the |IPtX DNS
Hi erarchy}

| P Area Code Address Distribution {Third Level IP Area Code

Assigned to; Country, State, City, Address Distribution within

County, or Province: the Continents in the IPtX
DNS Hi erarchy}

Network | P Address Cl asses Assigned {Forth Level IPt1l Schematic

to Ceographi cal Locations: Geogr aphi cal Network IP
Address Distribution in
the | Pt X DNS Hi erarchy}

Record Nanes or TAGs assigned to {Fifth Level |P Address
the End of an I P Address Specifying Record Name or TAGs used
the Description or Function of the in the Pt X DNS Hierarchy;
Organi zation using the Network IP ‘.com, '.edu, '.gov',
Address that is Attached to the aintt, ".ml, ' .net',
Backbone of the d obal net: ".org': Wiich is still the
TLD- Nane, because it ENDs
the 'Friendly Nane' associ ated
with an | P Address.}

E Terrell [ Page 19]
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EX. 4

RFC 1035, Section 3.5 Probl em Avoi dance

1. The Mandate requiring G obally Unique User Friendly Nanes for
al I Networked Nodes or Devices

2. The Reinstatenent of the Definition of TLD Names: Reverse Network
Domai n Nanes; Title: | N-ADDR APARA NAME = | N- ADDR. RNN

{Elimnating the Need for Internet Domain DNS Query when
Query in within the sane Zone IP and | P Area Code Address
Locati on}

Exanpl e: The | N- ADDR. ARPA domain will contain information about the
I SI gateway between net 10 and 26, an M T gateway from net
10 to MT' s (the word "net" tells the User that the Network
Dormain in Question, is within Hs 'Zone IP" and 'IP Area
Code' Address; And in this case they are '001', and '002')
net 18, and hosts A ISI.EDU and MULTICS. M T. EDU. Assum ng
that 1Sl gateway has addresses 001: 002: 10.2.0.22 and
001: 002: 26. 0. 0. 103, and a nane M LNET-GW I SI.EDU, and the
M T gateway has addresses 001:002:10.0.0.77 and
001: 002:18.10.0.4 and a name GWNLCS. M T. EDU, the domain
dat abase woul d cont ai n:

I N- ADDR. APRA I N- ADDR. RNN
D B e e |
10: 002: 001: | N- ADDR. ARPA RNN- PTR EDU. | SI . GM M LNET *
10: 002: 001: | N- ADDR. ARPA RNN- PTR EDU. M T. LCS. GW *
18: 002: 001: | N- ADDR. ARPA RNN- PTR EDU. M T. LCS. G\ *
26: 002: 001: | N- ADDR. ARPA RNN- PTR EDU. | SI . GW M LNET1 *
22.0.2.10:002: 001: I N- ADDR. ARPA RNN- PTR EDU. | SI . GW M LNET2 *
103. 0. 0. 26: 002: 001: I N- ADDR. ARPA RNN- PTR EDU. | SI . GW M LNET3 *
77.0.0.10: 002: 001: I N- ADDR. ARPA RNN- PTR EDU. M T. LCS. G2 *
4.0.10.18: 002: 001: I N- ADDR. ARPA RNN- PTR EDU. M T. LCS. GM\B *
103. 0. 3. 26: 002: 001: | N- ADDR. ARPA RNN- PTR EDU. | SI . A
6. 0. 0.10: 002: 001: I N- ADDR. ARPA. RNN- PTR EDU. M T. MULTI CS

Thus a program which wanted to | ocate gateways on net 10 woul d
originate a query of the form QTYPE=RNN- PTR, QNAME = 10.| N- ADDR. ARPA.
VWhile it would only receive 2 RRs in response. Nonethel ess, these
requi renments still elimnates the precautions specified in RFC1035*.

E Terrell [ Page 20]
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EX. 4 Table 1

d obal net Network Domai n Nam ng Reference

"I Pt X Default ' Network Domai n Nane Address' Design Specification”

Zone |P 1P Area Code | P Address TLD [ XXXX: XX

Continent:-->Country:--> User. Friendly. Nane-->. Record (Tag) Nane

I
\%

State (Province):--> User. Friendly. Name-->. Record (Tag) Nane

|
Vv

City (Town, County):--> User.Friendly.Nanme-->. Record (Tag) Nane

Net wor k Domai n Nane Exanpl e: World Wde Web Donmai n Nane Exanpl e:
| o | |
1. na:us.ca:hayward-City. gov 1. www hayward-City. gov
2. na:us.ca.sj:cisco.com 2. Www. ci sco. com
Reverse Network Dormai n Nanme Exanpl e: I N- ADDR. ARPA Exanpl e:
| | |
1. gov. hayward-city:ca.us:na 1. 191.191.191.191:006: 001
2. comcisco:sj.ca.us:na 2. 126.254.127.38:006: 001

“Note: | P Address 255. 000. 000. 000 = User-Friendl y- Nanme
‘User Friendly Name’ (No Dotted Separators

in Actual or Real Nane)

A 'Zone | P: I P Area Code:'
Wrld Wde Web Address”

E Terrell [ Page 21]
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EX. 4 Table 2
Exanpl e of ' I N- ADDR. ARPA'

| P Network Address :IP Area Code :Zone |IP

\ | / / /
000. 000. 255. 255 : 255 : 255
Table 3

Reality of the Structure of the
Addressing Schematic Design for the I Pt2
Prot ocol Specification Using The Mddern Bi nary System
Wi ch yields a Conbined Tota
of 2.67 x 10714 | P Addresses

' 254" ' 254" One Copy O ' CI DR
Tot al | P Area Code "IPt1" Addressing Net wor k
Zone | P Addr esses Schemati c Descri ptor
Addr esses per per 'I P Area Code
| | ' Zone | P Address' = 253 x 25473
Y Y Addr ess | P Addresses
I
| Zone IP | IP Area Code | | P Address | \Y
A o o o o o o o o o o
255 : 255 : 255.000. 000. 000 | XXXX: XX
I I I
Y, Y, Y,
<-G obal -Net | InterNet | I nt r aNet
E Terrell [ Page 22]
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Table 4

"Reality of the Structure of the Schematic for the '"IPt2" |IP Specification
Using the Modern Binary System " (Wiere the Value for the variable 'Y
is given by the Laws of the Octet, and Total Nunmber of Avail able

| P Addresses Equals 2.67 x 10"14.)

1. Total I P Addresses for 'Class A having '254' 'Zone |IP Addresses

254 x 254 x 126 x 254”3
254 x 254 x 2,064,770, 064
1.332107 x 10"14

Total of 254 |P 'IP Area Code' Addresses per 'Zone |P Address

254 x 126 x 254”3
254 x 2,064, 770, 064
5. 244516 x 10711

Distribution per 'Zone IP Address yielding the "IP Area Code' Addresses

Class A-1, 1 - 126, Default Subnet Mask 255.y.x.x:
2.642906 x 10711 Networks and 8,129,016 Hosts: /00:08

Class A-2, 1 - 126, Default Subnet Mask 255.255.y. x:
1.311048 x 10711 Networks and 32,004 Hosts: /00:16

Class A-3, 1 - 126, Default Subnet Mask 255.255.255.y:
6. 503622 x 10710 Networks and 126 Hosts: /00: 24

Class A-4, 1 - 126, Default Subnet Mask 255.255.255. 255:
6.4020034 x 10710 Network / MultiCast |IP Addresses / AnyCast: /00:32

E Terrell [ Page 23]
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2. Total IP Addresses for 'Class B' having '254' 'Zone |IP Addresses

254 x 254 x 64 x 254”3
254 x 254 x 1,048,772,096
6. 766258 x 10713

Total of 254 |P 'IP Area Code' Addresses per 'Zone |P' Address

254 x 64 x 25473
254 x 1,048,772,096
2.663881 x 10711

Distribution per 'Zone IP Address yielding the "IP Area Code' Addresses

Class B-1, 128 - 191, Default Subnet Mask 255.y.Xx.x:
1.992667 x 10711 Networks and 4, 129, 024 Hosts: /10:08

Class B-2, 128 - 191, Default Subnet Mask 255.255.y. x:
5.0208932 x 10”710 Networ ks and 16,256 Hosts: /10:16

Class B-3, 128 - 191, Default Subnet Mask 255.255.255.y:
1.2651069 x 10710 Networks and 64 Hosts: /10:24

Class B-4, 128 - 191, Default Subnet Mask 255.255.255. 255:
4,.2614129 x 10"9 Network / MiultiCast | P Addresses / AnyCast: /10:32

E Terrell [ Page 25]

DNS for the IPtX | P Addressing Protocol Fanily Novenber 18, 2002



3. Total IP Addresses for 'Class C having '254' 'Zone IP

3.383129 x 10713

Total of 254 IP 'IP Area Code' Addresses per 'Zone |IP

254 x 32 x 256”73
254 x 524, 386, 048
1.331941 x 10711

Di stribution per 'Zone IP" Address yielding the 'I P Area Code'

Class C-1, 192 - 223, Default Subnet Mask 255.y.x.x:
1.164137 x 10711 Networks and 2,064,512 Hosts: /110:08

Class G2, 192 - 223, Default Subnet Mask 255.255.y.x:
1.466629 x 10710 Networks and 8,128 Hosts: /110: 16

Class C-3, 192 - 223, Default Subnet Mask 255.255.255.y:

1.8477220 x 1079 Networ ks and 32 Hosts: /110:24

254 x 254 x 32 x 25473
254 x 254 x 524, 386, 048

Addr esses

Addr ess

Class C-4, 192 - 223, Default Subnet Mask 255.255. 255. 255:

2.663383 x 1078 Network / MultiCast |IP Addresses / AnyCast:

E Terrell
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4. Total IP Addresses for 'Class D having '254" 'Zone |IP

1.691558 x 10713

Total of 254 IP 'IP Area Code' Addresses per 'Zone |IP

254 x 16 x 254”3

6. 659677 x 10710

Di stribution per 'Zone IP" Address yielding the 'I P Area Code'

Class D-1, 224 - 239, Default Subnet Mask 255.y.x.x:
6.240194 x 10710 Networks and 1,032,256 Hosts: /1110:08

Class D-2, 224 - 239, Default Subnet Mask 255.255.y.x:
3.930831 x 1079 Networks and 4,064 Hosts: /1110:16

Class D-3, 224 - 239, Default Subnet Mask 255.255.255.y:

2.476114 x 1078 Networks and 16 Hosts: /1110: 24

254 x 254 x 16 x 254”3
254 x 254 x 262,193, 024

254 x 262,193,024

Addr esses

Addr ess

Class D4, 224 - 239, Default Subnet Mask 255.255. 255. 255:

1.6646144 x 1077 Network / MultiCast | P Addresses / AnyCast:

E Terrell
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5. Total

Tot a

Di stribution per

Class E-1, 240 -
5.874762 x 10710

Class E-2, 240 -
3.4693479 x 1079

Class E-3, 240 -
2.0488275 x 1078

Class E-4, 240 -
1.285875 x 1077 Network / Multi Cast

| P Addresses for

of 254 IP 'IP Area Code'

' Zone | P

254, Default

Net wor

254, Default

Net wor

254, Default

Net wor

254, Default

"Class E' having '254" 'Zone

1.585842 x 10713
Addr esses per
254 x 15 x 25473

254 x 245, 805, 960
6.243471 x 10710

Address yielding the 'I P Area Code'

Subnet
ks and 967, 740 Hosts:
Subnet

ks and 3,810 Hosts: /1111:16
Subnet

ks and 15 Hosts: /1111:24

Subnet

Table 5

'Zone | P

Mask 255.y. x. x:
/1111: 08

| P Addresses

254 x 254 x 15 x 25473
254 x 254 x 245, 805, 960

Addr ess

Addr esses

Mask 255.255.y. x:

Mask 255.255. 255.y:

Mask 255. 255. 255, 255:
| P Addresses / AnyCast:

/1111: 32

| NTERNET PROTOCOL t2 (64 Bit) ADDRESS SPACE

IPt2 | P Address Prefix

/

| Pt 1 Address

\ / Schemat i c\

P | P Area | P Addr ess
Code Assi gnnment
R S

000: 000. 000. 000. 000
Al XXX XXX XXX, XXX
Al | XXX, XXX, XXX, XXX
Al | XXX, XXX, XXX, XXX
Al | XXX, XXX, XXX, XXX
Al | XXX, XXX, XXX, XXX
Al | XXX XXX, XXX, XXX
Al XXX XXX XXX, XXX
000-254: 000. 000. 000. 000
255: 127.000. 000. 000

Reserved Cl DR Zone
BI TS Net wor k |
/ \ Descriptor \%
e e e e o oo Fomm e o -
8 | 8 | None 000:
8 | 8 | Al | 001
8 | 8 | Al | 002:
8 | 8 | Al | 003:
8 | 8 | Al | 004:
8 | 8 | Al | 005:
8 | 8 | Al | 006:
8 | 8 | Al 007-254:
8 | 8 | Al 001-254:
8 | 8 | /00:08 255:
E Terrell

DNS for the IPtX | P Addressing Protoco

Fam |y

Di stribution Dat e
/ Pur pose\ / \
I I
I I
\Y \Y
o e o Fomm e o -
None 4/ 2002
NA 4/ 2002
SA 4/ 2002
EU 4/ 2002
s 4/ 2002
AU 4/ 2002
AF 4/ 2002

| ANA/ RESERVED 4/ 2002
| ANA/ EMERGENCY 4/ 2002
| ANA/ LoopBack 4/2002
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Figure 3
IPtX 64 Bit

Prefix Address <---> (O Trunk ldentifier)
/ | | \

8 Bits | 8 Bits |

Mapped Address Space

CI DR
32 Bit IPt1 Net wor k
Addr ess Space | Descri ptor

XXX, XXX, XXX, XXX |/ XXXK: XX |

Figure 4

| P Header for IPt2

& N
+ + + + +
D & SECURITY BIT | FLA| OFFSET |:IP
+ + 4+ + + + + + + + + + + + + +
TTL-HOP LIMT | PROTOCOL P PBX Recv |
+ 4+ + + 4+ ++ A+ o+
S2 RESERVED:| S ZONE IP:
+ 4+ + + 4+ o+ o+
SOURCE ADDRESS
+ 4+ + + 4+ + o+ o+
D2 RESERVED:| D ZONE IP:
+ 4+ + + 4+ 4+ ++++++ o+
DESTI NATI ON  ADDRESS
+ 4+ + + 4+ 4+ +++F+++
OPTI ONS
+ 4+ + + 4+ o+ ++
DATA
+ 4+ + + 4+ + o+ o+

S1 RESERVED:
+

+ 4+ + + 4+ + o+
D1 RESERVED:

+ 4+ + + + + o+

+

E Terrell
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+ + + + + + +

+ + + + + + +
D I P AREA CODE:
+ + + + + + + +

+ + + + + + +

+ + + + + + +

+ + + + + + +

+
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Figure 4-A

DNS Header for |PtX

Tot al Questions Tot al Answer RRs
+ + 4+ + + + 4+ ++ 4+ +++++++++++++++

Total Authority RRs | Total Additional RRs
+ + + + + 4+ 4+ 4+ ++++ A+ ++

Questi ons

+

+ 4+ +++++++++++F++F o+
Answer RRs

+ ++ 4+ +++++++++++++++F++++++
Aut hority RRs

+ + + + + 4+ 4+ 4+ ++++ A+ ++
Addi ti onal RRs

Figure 4-B

DNS Query for |PtX
0 2 4 6
024680246802468024680246802461802
Query Nane |
+++++++ A
.. |
+
|
+ + 4+ + + + + + + 4+ +
Cl ass |
+ + + +|

+ 4+ + + 4+ + ++++ o+ + 4+ + + 4+ + o+ o+

+ 4+ + + + 4+ + + +

Type
+ + +

+ + + + + + + +

+

+
+
+
+

E Terrell
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Figure 4-C
DNS Resource Record for IPtX

0 2 4 6
02468024680246802468024680246802

Nane |
SR S S S S S S N S S S S S S S S S N S S S S S S S S

+++++++++ A+
S S T S S T S A S S S

Type Cl ass |
+ + + + + + + + + + + + S S R S S N A

+
++++++++++++++.
+
TTL :::: to 64Bits
+
+
+

St

+
+
+
+

+ 4+ + + 4+ 4+ ++ ++ o+ + 4+ + + 4+ ++++ o+

Length Rdata Rdata ::: |
+ + + 4+ + + 4+ + + + 4+ + +++++++++ +

+

.
+
+
+

ot
+
+
+
+
+

+ 4+ + ++++ A+ o+

Figure 4-D

CHANGES: | Pt X DNS Services 64Bit Header
DNS Header for 1Pt2 | DNS Query for IPt2 DNS Resource Record for [Pt2

Identification = 40Bits Type = 48Bits Type = 48Bits

| |
| |
| |
Opcode = 4Bits | Class = 16Bits | Class = 16Bits
| |
| |

Rcode = 4Bits Length Rdata = 32Bits TTL = Variable to 64Bits

TQuestions = 32Bits 3 New "TYPE" Categories

I
TAnswers RR = 32Bits | 1. TYPE 43 = 'RNN' = "Reverse Network Domai n Nanme"
| Title: | N-ADDR. APARA NAME = | N- ADDR. RNN
TAuthority RR = 32Bits
| 2. TYPE 44 = 'RNN-PTR = "Reverse Network Donmin
I
I
I
I

TAdditional RR = 32Bits Nanme- Domai n Nanme Poi nter"
Cl DRNet Des = XXXX: XX 3. TYPE 45 = "AA" = "IPtX (I P Address)"

[ XXXX: XX = 8Bits
________________________ T
E Terrell [ Page 30]
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2
I

Figure 4-E
TCP Header for |PtX
2 4 6
2468024680246802468024 8024680
Source Port = 32 BITS | Destination Port = 32 BITS
+ ++++++++++H+H A+

R T Tk S T S S S A S S S A S T T T T G S T S S S S S S
= 64 BITS

Acknow edgnent

Nunber

+ + + + 4+ + o+ +

+
Dat aOf f set 4Bit| Resrvd| ECN| Contro
+ + + + 4+ 4+ 4+ ++++++++FFFHH++++

Checksum

= 32 BITS | Urgent Pointer
+ ++++++++++++++++++++++

Cptlons and paddi ng

+ ++ + 4+ + o+

Dat a

Figure 4-
TCP Pseudo Header

0 1

0
0
|
|
| Sequence Nunber = 64 BITS
I
|
|
|
|
|
|
|
|
|
|

F

for IPt1

2

+

+

Bi t s6| W ndow 48Bit HEX No.

+ + + + + + 4+

32 BITS

+ + + + + + 4+

+ + + + + + +

3

01234567890123456789012345678901
| Source | Pt1 address
[+ +++++++++++++++++++++++++++++ +
| Destination |IPt1l address
[+ + + + 4+ + + +++++++++++++++++++++ + + 4+
Total |ength

| 0 | Protocol = 8 Bits

E Terrell
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Figure 4-G
UDP header for |PtX

0 2 4 6
024680246802468024680246802468032
| Source Port = 32 BITS | Destination Port = 32 BITS |
[+ + + + 4+ + + + 4+ + + + 4+ + + + + + + A
|

I

I

I

Length = 32 BITS | Checksum = 32 BITS
SR S S S S S S N S S S S S S S S S N S S S S S S S S
Dat a |
D |
I
e R EEEEREEEE |
Figure 4-H

UDP Pseudo Header for |Pt1l

0 1 2 3
01234567890123456789012345678901
| Source | Pt1 address

[+ + + + 4+ + + + 4+ + + + 4+ + + + A+

| Destination | Pt1l address
[+ + + + 4+ + + + 4+ + + + 4+ + + ++ 4+ + + + 4+ + + + A+ A

| 0 | Protocol = 8 Bits | Total length = 16 Bits
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Note: While | have nmde noticeabl e changes to the Size of the Fields

E Terrell

contained within the various Headers which reflect the changes
in the Header Size Specification resulting fromthe

i mpl enentation of the (64 Bit Header Specification) IPtX
Addressing Protocol Family Specification. These changes however,
are not engraved in stone, because Size of the Fields in the New
Header could just have easily been represented as:

{Where the ‘Rsrv 8B = Reserved 8 Bits’}

Fi gure 4-1
Exanpl e of 64 Bit Header without Field Size Change

UDP header for |PtX

0 2 4 6

024680246802468024680246802461802
| Rsrv 8B| Rsrv 8B| Rsrv 8B| Rsrv 8B| Sour Port 16Bit| Dest Port 16Bit

[+ + + + 4+ + + +++ ++++++++++++++++ 4+ + + + 4
| Rsrv 8B| Rsrv 8B| Rsrv 8B| Rsrv 8B| Length 16Bit | Chksum 16Bit

[+ + + + + ++ ++ +++++++++++++++++ A
| Dat a |
| D |
I I
e EEEEEEES |

DNS for the IPtX | P Addressing Protocol Fanily Novenber 18, 2002
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Chapter V: Security Considerations [7]

Thi s docunent, whose prinmary objective was the Devel opnent of the | Pt X DNS
Speci fication does not Challenge the Security Procedures specified for the
Current DNS Specification. Hence, accepts the current Security
Recomendati ons Specified for the I Pv4 DNS Specification. Nevertheless, it

i s behooving to note, the Organization of a Hi erarchical Structure for the
d obal net is suggestive of the possibility for a 'Static' G obal network,

whi ch woul d all ow a Permanent Geographical Design (Layout) for Networks, and
the Assignnent of |IP Addresses. This facility would, inherently provide

the additional Security Features found in nobst Tel ephony Systens. Hence,

the creation of a far greater Security Platform However, the inplenentation
of this security feature would not provide the sane degree of security for
Net wor ked Appliances that are accessible from another network Domain.

E Terrel |l [ Page 34]
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